
What type of security do I get for my AWS environment? 

AWS operates under a shared responsibility model where AWS is responsible for the security of their 

cloud infrastructure and you are responsible for security of the applications and data that you provision 

and store in the cloud.  AWS provides a broad range of native security tools as well as best practice 

guides and whitepapers that you can use to assist you in securing your accounts via the following URL: 

Cloud Security, Identity, and Compliance Products – Amazon Web Services (AWS) . 

Security Services span identity and access management, detection and response, network and 

application protection, data protection, and compliance. 

If you are interested in potentially leveraging AWS Proserv for additional assistance in the security of the 

applications or your data, please contact I2_AWS_FPT@4points.com for additional information and 

pricing.    

 

https://aws.amazon.com/products/security/?nc=sn&loc=2
mailto:I2_AWS_FPT@4points.com

